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NEW SMARSH ENCRYPTION PROCESS 
 

1. Place the word SECURE in brackets in the Subject line of your email. [secure]  
As with the prior encryption version, attachments up to 25MB can be sent 
through this process. More than 25MB should be sent in separate emails. 
Previously your clients had to log in to Smarsh to retrieve and send back 
encrypted emails . . .  
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2. Now, if your client’s email supports TLS then no further action is needed on your 
client’s part. TLS encryption through Smarsh does the rest!  If your client’s email 
does not support TLS, they will still have to log into the Smarsh system.   

 

 
 

3.  Here is a general list of email vendors that support TLS.  A full list may be found 
at this website: https://luxsci.com/blog/who-does-not-support-smtp-tls-for-secure-
inbound-email-delivery.html 
 
AOL.COM 
GMAIL.COM 
HOTMAIL.COM 
LIVE.COM 
ME.COM 
MSN.COM 
OUTLOOK.COM 
YAHOO.COM 
COMCAST.COM 
SBCGLOBAL.NET 
VERIZON.NET 
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